
[image: image1.png](s

GSA - Federal Technology Service




TASK TITLE:

General Services Administration (GSA)

Systems Integration Effort

Regional Business Application (RBA)

Version 3.0

Funding Rewrite

Release Notes

February 3, 2006

Version: 1.0

Prepared by:

The Regional Business Application

Integrated Project Team (IPT)

(TechFlow, Inc., LMIT, and CLMS, LLC)

Table of Contents

1-11
Task Requirements


1-11.1
Task Client


1-11.2
Introduction


1-11.3
Purpose


2-12
updates included in ITSS


2-12.1
Implementation of ECP-174 (Hard Validation for Received Date)


2-12.2
Implementation of ECP-175 (Remove Broken Image Links)


2-22.3
Global change (New Login Page)


2-52.4
ITSS Bookmarks




List of Figures

2-1Figure 1: Old Soft message for Accepted / Received Dates


2-1Figure 2: New Hard Warning for Accepted / Received Dates


2-2Figure 3: Images Displaying Incorrectly in Support Document View


2-2Figure 4: Correct Image in Support Document View


2-3Figure 5: New ITSS Login Page


2-3Figure 6: New Session Expiration Message Page


2-4Figure 7: New Authorization Error Message Page


2-5Figure 8: New Authentication Failure Message Page


2-6Figure 9: Outdated URL Error Page




TASK TITLE:
General Services Administration (GSA) Regional Business Application (RBA) Project

DOCUMENT TITLE:
Regional Business Application V3.0 Release Notes

VERSION NO:
1.0

DATE:
February 3, 2006

1 Task Requirements

1.1 Task Client

General Services Administration (GSA)

Federal Technology Service

Office of Information Technology 

10304 Eaton Place 

Fairfax, VA 22030-2213

1.2 Introduction

The following Release Notes illustrate the complete understanding among TechFlow, Inc., Lockheed Martin Information Technology, CLMS, LLC, and the General Services Administration (GSA) as to the content of the delivery of the updated Regional Business Application (RBA) software.  The Release Notes detail the enhancements to the RBA system.  

1.3 Purpose

The primary purpose for this RBA release is to add enhancements to the Funding modules, as well as to correct known issues with the Invoice Processing functionality. This will be accomplished through the following ECPs:

· ECP-174:   Hard Validation for Received Date
· ECP-175:   Remove Broken Image Links
· Global Change:  New Login page

· ITSS Bookmarks

2 updates included in ITSS

This section provides details on updates implemented in ITSS.

2.1 Implementation of ECP-174 (Hard Validation for Received Date)

A validation on the Acceptance Information document has been updated.  Previously when the “Accepted Date” was prior to the “Received Date”, a soft validation/warning was prompted as shown in Figure 1.  This allowed the submission of the invoice with the dates entered.
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Figure 1: Old Soft message for Accepted / Received Dates

The new validation is a hard validation that requires the “Received Date” be earlier than or equal to the “Accepted Date”. This warning will prevent submission of the document. The validation prompt is shown in Figure 2.
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Figure 2: New Hard Warning for Accepted / Received Dates

2.2 Implementation of ECP-175 (Remove Broken Image Links)

ECP-175 resolves a display issue where invalid links were displayed at the top of various pages as seen in Figure 3.  The issue has been corrected so that only the “Close” button will appear as shown in Figure 4.
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Figure 3: Images Displaying Incorrectly in Support Document View
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Figure 4: Correct Image in Support Document View

2.3 Global change (New Login Page)

There is a new login page for ITSS.  The previous login was entered into a pop-up box when users first click on the IT-Solutions Legacy System or ITSS Integrated System links. The system will now direct to the page shown below (Figure 5) when the IT-Solutions Legacy System or ITSS Integrated System links are first clicked.  Usernames and passwords will remain the same.
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Figure 5: New ITSS Login Page

Please note that user sessions will timeout 12 hours after the user logs into ITSS.  If the session times out and the user attempts to perform an action in the application, an error message will be displayed and the login page will prompt the user to reauthenticate.
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Figure 6: New Session Expiration Message Page

If a user attempts to perform an action that they do not have permission to, an error message will be displayed along with a prompt to reauthenticate as a user with the valid permissions.
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Figure 7: New Authorization Error Message Page

If a user’s login fails due to incorrect username and/or password, an error message will be displayed on the login page.
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Figure 8: New Authentication Failure Message Page

2.4 ITSS Bookmarks

Any existing bookmarks to documents directly within ITSS (e.g. order package, invoice, etc.) will no longer be valid.  Any attempt to follow an outdated bookmark will forward the user to an error page.


[image: image10.png]Please update your bookmarks.

The URL you have accessed is outdated. Please login to ITSS and
access directly.

Please contact the IT-Solutions Technical Support Help Desk at (877) 243-2889 for
‘additional assistance.

‘This is a U.S. General Services Administration Federal govemment computer system that is "For Official Use Only".




Figure 9: Outdated URL Error Page
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